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ROOT CAUSE ANALYSIS:  ( (
Adapted from:
· James Reason’s culpability model, in ‘The management of suspensions of clinical staff in NHS hospital and ambulance trusts in England’ (NAO)

· The National Patient Safety Agency – www.npsa.nhs.uk
‘7 Steps to patient safety’ (NPSA 2004)
 Root cause analysis framework
 ‘Exploring incidents, improving safety’
 NPSA 3-day networked RCA training event

· Woodward, S; Rejman, M and Hill, K (2004): Root Cause Analysis and Mental Health Incidents The Mental Health Review; Volume 9; Issue 3; Sept 2004; pp17-20

· Woodward, S (2006): Learning and sharing safety lessons to improve patient care. Nursing Standard; January 11; Vol/No 18; Patient series 6; pp49-53
ROOT CAUSE

· Contributory factor/s having the biggest impact on system failure

· A fundamental cause which if resolved will eradicate, or significantly contribute to the resolution, of the identified problem to which it is attached both within the local department and much more widely across the organisation

WHY

· Forms part of the debriefing process

· To build a healthy, positive safety culture that: Is open, fair and transparent

 Encourages questioning and reporting

 Focuses on ‘fair blame’ (as opposed to a ‘no blame’ or ‘blame’ culture)

· Contributes to ‘7 steps to patient safety’ (NPSA, 2004): Step 1 – Build a safety culture

 Step 2 – Lead and support your staff

 Step 3 – Integrate your risk management activity

 Step 4 – Promote reporting

 Step 5 – Involve and communicate with patients and the public

 Step 6 – Learn and share safety lessons

 Step 7 – Implement solutions to prevent harm

WHAT

· Fact-finding
· WHAT happened?
(1) Classify (scope) the incident/event

(2) Gather information

(3) Map the information

· HOW and WHY it happened?

 (4) Identify problems

 (5) Analysis

· Analysing the facts established

· Providing conclusions, solutions and recommendations

· WHAT’s the answer?

· Writing a report

	
	STEP (in order)
	WHAT’S  IT  ABOUT  (Process)
	HOW  TO  DO  IT  (Tools)

	WHAT  happened?
	Get started
	· Ensure immediate safety

· Classify (scope) the incident/event – incident form
> Type

> Grade/severity

· Identify level/type of investigation required (low; full)
· Secure your analysis (RCA) team
	· Use recognised, standardised definitions (taxonomy)

> Local (ok)

> National (better)

> International (best)

	
	Be open & transparent
	· Support patients, carers and staff involved – inform; apologise; advise/give advice; involve
	· Integrity

· Leadership

	
	Use the incident decision tree (IDT)
	· A NPSA tool designed to support fair and consistent decisions when dealing with staff involved

· Use the IDT to make initial decision whether or not to suspend/exclude or limit practice
	· NPSA’s incident decision tree (IDT)

	
	Gather information
	· Who, what, where, when, how, why

· Acts, consequences, intentions (IDT domains)

· About

> People: People directly AND indirectly involved

Appellant/Complainant

Respondent/Defendant

Witnesses

Expert witnesses

> Paradigms: Patterns; models; philosophies

Cultures; rules; codes

Overt AND covert

> The Site: Working environment

  Equipment; resources 

> Systems and Practices

> Records
· From as many internal and external sources as possible

· Proximal (near; immediate) AND distal to the perceived ‘start’ – sometimes you need to look further back
	· MDT (vs) 1:1 meeting/s

· Undertake a site visit if possible

· Who, what, where, when, how, why

· Chronology

· Cognitive interviewing

· Investigative interviewing

· Questioning using any of the tools listed in this column




	
	STEP (in order)
	WHAT’S  IT  ABOUT  (Process)
	HOW  TO  DO  IT  (Tools)

	WHAT  happened? (cont’d…)
	Map the information
	· Identify aspects handled well/properly – acknowledge; praise/congratulate

· WHAT happened (+ when + where + reasons)?

> Actions, responses, outcomes, effects

> Antecedents, behaviours and consequences (ABC)

> Chronology
· HOW it happened?

· WHY it happened?

· Present in an easily understood form

· Allow gaps and inconsistencies to be identified


	Process map and chronology using:

· Narrative

· Timeline

· Cause and effect

· Time person grid

· Tabular timeline

	HOW  it  happened?
	Identify problems
	· Identifying unsafe acts:
> Individual (Vs.) systemic
> Care delivery problem/s (CDP’s)
> Service delivery problem/s (SDP’s)
> Error type:

- Violations: routine; reasoned; reckless; malicious

- Mistakes: rule-based; knowledge-based; skill-based

- Lapses: memory failure Eg losing place; omitting items

- Slips: attention failures Eg intrusions; omissions; misordering

> Also: SECUR (Systems; Environment; Culture; Understanding; Resources)

	· Brain storming

· Brain writing

· Change analysis

· Barrier analysis

· Nominal group technique (NGT)


	
	STEP (in order)
	WHAT’S  IT  ABOUT  (Process)
	HOW  TO  DO  IT  (Tools)

	WHY  it  happened?
	Analyse the problems
	For each CDP/SDP:

· HOW it happened

· WHY it happened
· Intended (vs) unintended
· IDT:

> Deliberate Harm test

> Physical and mental health test

> Forseeable test

> Substitution (Bolam) test

· Examine proximal (near; immediate) AND distal

> Antecedents (precursors)

> Contributory factors

> Risk points and their actual/potential contributions

> Root causes and chain of events

> Barriers

> Whole systems analysis

Situational context, issues and factors

Systemic/organisational context, issues and factors

Individual (human) context, issues and factors

> Patterns
· Identify:

> Factors that could have/did minimise impact

> What went well and not so well

> What helped and hindered/exacerbated

> What needs improving/needs to change
	· Cause and effect

· NPSA Contributory Factors taxonomy (classification framework)

> Patient factors

> Individual factors

> Task factors

> Communication factors

> Team and social factors

> Education and training

> Equipment and resources

> Work environment factors

> Organisational and strategic/management factors
· 5 Why’s?

· Spider diagram

· Fish bone

· Run chart

· NGT

· Brain storming/brain writing

· SNOT (SWOT) analysis




	
	STEP (in order)
	WHAT’S  IT  ABOUT  (Process)
	HOW  TO  DO  IT  (Tools)

	WHAT's  the  answer?
	Develop solutions to the problems
	· Hold a multidisciplinary/multi-professional review meeting

· For each solution:

> Assess and minimise risk – assess their failsafe attributes AND plan contingencies, and establish measures to prevent failure/obstruction (barriers, defences, controls):
* Physical

* Natural – distance; time; placement

* Human action

* Administrative

* Culture, systems, resources

> Ensure sustainability


	· Problem-solving skills

· Barrier analysis

· SNOT (SWOT) analysis

· Risk assessment and management:

> Establish the context

> Identify risks

> Analyse the risks

> Evaluate the risks

> “Treat” the risks

> Communicate and consult

> Monitor and review

	COMMUNICATE
	Write a report
	· What went well

· What went wrong

· Current systems (“the norm”)

· Recommendations and (potential) improvements

· Route(s) of resolution and/or action


	· Report-writing and general writing skills

· www.plainenglish.co.uk

	
	Share
	· Disseminate (share) and implement – internally AND externally
	· Meetings

· Alerts

· Memos; circulars; briefs

· Newsletters

· Committees + governance groups


THEN:

· Monitor

· Evaluate/review

· Sustain long term
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