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Dear Mr. Newell:
Enclosed is the feasibility report, completed July 29, 2010, regarding the theft and drug use concerns at your company.

This report is consolidated at your request following the problem analysis dated July 9, 2010.

The facility inspection, and interviews conducted on all personnel presently employed at your company were detrimental to our research. The hiring of an off-site security team at the behalf of our firm’s request, were beneficial in determining the extent of the problem. Through research conducted by the security team and I, we discovered the high theft items of concern. The drug screen test conducted by the security team, identified the personnel and relation to the theft source. An extensive background check on prospective employees and an installed security system will greatly reduce possible theft within the company. In addition, a random drug screen at each quarter can be a deterrent for further drug use by employees.
If you have any questions or concerns, please contact me at 757-433-5060,

Sincerely,

Chris Tell

Enclosure: Feasibility Report

Executive Summary

The purpose of this feasibility report was to address the problems of company theft, and employee drug use. This report offered three solutions to the problem: install a security system and implement a drug screen program, incorporate an extensive hiring process, and administrative and quality assurance programs. This report also will provide recommendations. The report will recommend the first and third solutions as the best choice. The second solution is the least choice.
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Introduction

The Teldon Facilities Corporation has been in business since 1983. The recent 2nd quarter financial report has shown an increased expenditure for repeated purchases of materials, and tools, which had become a concern for the owner, Jeff Newell. This report will examine how the investigation led to the source of theft within the company, along with employee drug use that related to the selling of stolen property for cash. The report will include the economic, structural and operational feasibility of three solutions: install a security system and implement a drug screen program, incorporate an extensive hiring process, and a quality assurance program.
The research of online journals and the on-site investigation has resulted in useful recommendations the company can implement.

Background

An on-site investigation of Teldon was conducted to include fingerprinting and drug screen analysis of all employees of the company.  Interviews with three employees listed in the report gave the inspection team an insight and extent of the theft problem. The drug screen analysis identified three employees, two that were involved with the theft problem. One employee had access to various company keys and made copies of the materials and tool shops. The other involved employee stole items from both shops and sold them at scrap yards and pawnshops for cash that supported both employees’ drug habit. The other employee who tested positive for drug use was not involved in any theft. Our investigation also revealed a lack of accountability in company administration and quality assurance procedures. 
Purpose
The purpose of the feasibility report is to address the company’s theft and drug use, and to explore recommendations to resolve the problems. This report will investigate three possible solutions to correct this problem.
Research
Michael Sutton had written a guide that addresses the stolen goods problem that occurs in the United Kingdom. Sutton (2010) believes there are two main objectives for thieves to steal without being caught. The first objective is to “steal items of value, and the second objective is to sell those stolen items” (Sutton, 2010, ¶ 2). Sutton’s (2010) research found that thieves quickly sell or trade off stolen goods within a one to two hour period. This quick turnaround of items for cash or trade reduces the thieves’ chances of being caught by law authorities (Sutton, 2010).

 Sutton (2010) reveals that young, single, and unskilled males living in low-income areas commit most stolen goods type of crime. Sutton (2010) also reveals the correlation between stolen goods and drug use. Sutton (2010) states that “In the United Kingdom, twenty-nine percent of the arrested thieves are heroin or cocaine users, and three-fifths of illegal income results from stolen goods trade” (¶ 6). Sutton (2010) acknowledges that law agencies and trade industries work in unison to curb the trend of stolen goods.
Wells’ article provides samples of ideas, and programs a company can use to enforce standards and deter employee theft. Wells (2002) reveals that the best prevention of employee theft is not to hire a person with a record of theft crime. If companies want to prosper, the time, effort, and the expense would pay dividends toward reducing company theft and profit the companies’ bottom line (Wells, 2002). Conducting background checks through past employment verification and the court system can reveal problem employment candidates (Wells, 2002).

 Wells (2002) thinks companies should adopt proactive programs like anti-fraud and audits. Wells (2002 ¶ 2) reveals that “a lot of fraud becomes noticed through job rotations and vacations.” An example of a manager who for three years embezzled one point six million dollars from his company said “If the company had coupled a two-week vacation with four weeks of rotation to another job function, my embezzlement would have been impossible to cover up” (Wells 2002 ¶ 2). By breaking the set rotation and having people move to different areas in the company, fraud would be harder to conduct (Wells, 2002). Wells (2002) goes further by discussing the idea of having a whistle blower and fraud hotline. This allows employees who see misconduct can freely report company theft to management without reprisals against them. Institute a reward initiative for those employees who witness theft (Wells, 2002).

Osborne (1995) reports on how focus groups at CPA firms are implementing internal control at small businesses. Annual employee thefts are estimated at two hundred billion dollars per year (Osborne, 1995). Theft among employees at banks is at ninety-five percent with only five percent dealing with robberies and customer theft (Osborne,1995 Intro).Osborne (1995, p. 3)  reveals, “One of the problems in dealing with embezzlement is that many business owners believe their employees, especially long-time employees, are inherently honest and can be trusted to handle business transactions without proper controls in place.”  Osborne adds, “However, research has found that a surprising percentage of employees are not honest” (1995, p. 3).  Most small businesses do not pay an independent auditor (Osborne, 1995). Due to the amount of personnel, companies add on responsibilities to employees who may not be qualified to conduct financial reviews (Osborne, 1995). This problem increases the chance for employee theft without proper safeguards (Osborne, 1995). Insurance companies delay in payment for company theft due to improper written loss prevention plans are not reviewed for accuracy (Osborne, 1995). Independent auditing firms are essential in deterring internal employee theft (Osborne, 1995).

After analyzing all of the data collected from the online research, and the on-site investigation, the following solutions are proposed.

Alternative Solutions

Solution # 1

The first solution is to install a security system to include closed circuit video monitors for inside the shop and outside the premises. Hire a security service to conduct random patrols at night. Implement a drug screen program.
Economic Feasibility

This is an expensive solution, but can provide a deterrent for theft, and drug use by employees. The estimate cost of the security installation would be in the price area between $15,000 to $25,000 depending on the service provider. Contracting an outside security company to patrol at night would be around $1,000 a month. The implementation of a random drug screen program has a cost range of $5,000 per year.
Structural Feasibility 
The security system installation would require drilling holes through various walls to run the cable lines and install equipment. Security patrol and drug screen program does not affect the structure in any way.
Operational Feasibility

This solution will not require the shop to close. The security system can be installed while the shop is open for business. It may be slow operations in the tech, and customer service offices. No operations will be interrupted by security patrols or drug screenings.

Solution # 2

The second solution is to implement an extensive hiring process.
Economic Feasibility
This solution consists of setting up an application that covers all of the identifying information of prospective employees. Contracting a company to conduct background checks on new employees would be in the price range of $2,500.

Structural Feasibility

There are no structural impacts for this solution. You need to explain why.
Operational Feasibility

There are no operational impacts for this solution. You need to explain why.
Solution # 3

The third solution is to overhaul the administration and quality assurance program.

Economic Feasibility

The company can implement the realigning the administration flow for viewing by higher authority. The quality assurance program can be conducted within the company. Outside auditors can be contracted to inspect quarterly financials. This independent assistance can reduce any oversight and provide a check and balance of the profit books. This service can cost in the range of $2,000 per quarter to use.
Structural Feasibility
There are no structural impacts for this solution. You need to explain why.
Operational Feasibility
There are no operational impacts for this solution. You need to explain why.
Recommendations

Solution # 1

This solution is the first recommendation. This solution is to install a security system, hiring a security firm, and implementing a drug screen program will greatly reduce employee theft and drug use.
This is the most expensive solution. A security system install would cost the company close to $20,000, but the price is worth it compared to what theft would cost the company in the end. There will be some interruptions of company business due to minor changes of structural integrity while the install is being performed. Operational feasibility may or may not be affected from the install being performed. The security system install is the best means of deterring possible theft for a company. 
The contracting of a security guard firm can provide the extra benefits of reducing theft, especially at night. Random patrols during non-business hours will throw off any potential planned theft, due to the element of surprise. There are no structural or operational feasibility from this recommendation.
Implementing a drug screen program Teldon can also provide a deterrent of employee drug use. The program usually costs $5,000 for the initial set up and can be done on a random basis as no one would know or who, can get tested. This is a huge deterrent benefit. There are no structural or operational feasibility from this recommendation.
Solution # 3

The second recommendation is solution # 3. This solution is to realign the companies’ administration functions, overhaul the quality assurance program, and contract an independent auditor.

The company can internally overhaul and realign their administrative and quality assurance program at no cost. The contracting of an independent auditor can cost the company $2,000 per quarter. The use of an outside auditor can provide a check and balance of financial records and reduce employee embezzlement. There are no structural or operational feasibility from this recommendation.
Solution # 2

The third recommendation is solution # 2. This solution is to implement an extensive hiring process.

This would require the company to have a full application process that includes providing a background check service for all prospective employees. The cost of having a background check service would be $2,500. This is the least recommendation due to a lot of information cannot be extracted from computer databases, or legal references without interfering with privacy act laws.
Conclusion

Problems with employee theft and drug use at the Teldon Facility have cost the owner financially. By having an installed security system, random security guard patrols, and a drug screen program, the theft and drug use by employees will be reduced. An internal oversight of company operations can further prevent possible company embezzlement.
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Appendix A

Sutton, M. (2010). Stolen goods markets Guide No. 57. Retrieved from http://www.popcenter.org/problems/stolen on July 12, 2010.

Introduction

Add the introduction. 

Summary
Michael Sutton had written a guide that addresses the stolen goods problem that occurs in the United Kingdom. Sutton (2010) believes there are two main objectives for thieves to steal without being caught. The first objective is to “steal items of value, and the second objective is to sell those stolen items” (Sutton, 2010, ¶ 2). Sutton’s (2010) research found that thieves quickly sell or trade off stolen goods within a one to two hour period. This quick turnaround of items for cash or trade reduces the thieves’ chances of being caught by law authorities (Sutton, 2010).

 Sutton (2010) reveals that young, single, and unskilled males living in low-income areas commit most stolen goods type of crime. Sutton (2010) also reveals the correlation between stolen goods and drug use. Sutton (2010) states that “In the United Kingdom, twenty-nine percent of the arrested thieves are heroin or cocaine users, and three-fifths of illegal income results from stolen goods trade” (¶ 6). Sutton (2010) acknowledges that law agencies and trade industries work in unison to curb the trend of stolen goods.
Response
The author’s knowledge and research of stolen goods and how this type of crime can lead into other types of crime, most notably drug use has an effect on economics. Just like in the United States, businesses increase the price of goods to cover for losses due to theft. Drug use and abuse causes an increase in theft crime to indulge in their habit. This article explains the common thread of theft and drug use. Information about these problems can give companies ideas or a starting point on how to conduct investigations or in house policies. Computer tagging or registering high theft items can help decrease possible theft. Working with local law enforcement, check cashing/pawn stores and metal scrap yards can help reduce possible theft in a company. 

Appendix B

Wells, J. (2002). How to prevent employee theft. Retrieved from

 http://www.score.org/article_how_to_prevent.html. on July 13 2010.

Introduction

Add the introduction. 

Summary
Wells’ article provides samples of ideas, and programs a company can use to enforce standards and deter employee theft. Wells (2002) reveals that the best prevention of employee theft is not to hire a person with a record of theft crime. If companies want to prosper, the time, effort, and the expense would pay dividends toward reducing company theft and profit the companies’ bottom line (Wells, 2002). Conducting background checks through past employment verification and the court system can reveal problem employment candidates (Wells, 2002).

 Wells (2002) thinks companies should adopt proactive programs like anti-fraud and audits. Wells (2002 ¶ 2) reveals that “a lot of fraud becomes noticed through job rotations and vacations.” An example of a manager who for three years embezzled one point six million dollars from his company said “If the company had coupled a two-week vacation with four weeks of rotation to another job function, my embezzlement would have been impossible to cover up” (Wells 2002 ¶ 2). By breaking the set rotation and having people move to different areas in the company, fraud would be harder to conduct (Wells, 2002). Wells (2002) goes further by discussing the idea of having a whistle blower and fraud hotline. This allows employees who see misconduct can freely report company theft to management without reprisals against them. Institute a reward initiative for those employees who witness theft (Wells, 2002).

Response 
 Having companies engage in anti-fraud detection and perform audits can help prevent employee theft. Wells makes good points on what companies can do to achieve profit increase in their company. This article gives ideas on how Teldon Facilities can implement programs based on my recommendations. Wells makes it clear as to why personnel from the management to the regular employees, need to have an open lines of communication to show a one-team mentality. Having a philosophy that builds integrity and trust among personnel will alleviate any illegal actions being conducted within the company.

Appendix C

Osborne, E. (1995). Preventing employee embezzlement in the small business: A consulting approach. Retrieved from http//www.sbaer.uca.edu/research/sbida/1995/pdf/26.pdf on July 13, 2010.

Summary

Osborne (1995, ¶ 1) reports on how focus groups at CPA firms are implementing internal control at small businesses. Annual employee thefts are estimated at two hundred billion dollars per year (Osborne, 1995, ¶ 1). Theft among employees at banks is at ninety-five percent with only five percent dealing with robberies and customer theft (Osborne,1995 Intro, ¶ 2).Osborne (1995, ¶ 3)  reveals that most business owners feel that their employees are honest and can be trusted to handle cash transactions without internal controls. Most small businesses do not pay an independent auditor (Osborne, 1995, ¶ 3). Due to the amount of personnel, companies add on responsibilities to employees who may not be qualified to conduct financial reviews (Osborne, 1995, ¶ 3). This problem increases the chance for employee theft without proper safeguards (Osborne, 1995, ¶ 4). Insurance companies delay in payment for company theft due to improper written loss prevention plans are not reviewed for accuracy (Osborne, 1995, ¶ 4). Independent auditing firms are essential in deterring internal employee theft (Osborne, 1995, ¶ 4).

Response
Companies need to protect their assets if they are competing with other companies for business. Losses from employee theft can disrupt a company’s profit surplus. Health care plans and profit sharing with employees could be cut from the company because of theft losses. Companies need to be viable in order to survive. Insurance companies can cancel a company for gross negligence of not having internal controls and accountability for its employees. Money spent for independent auditors can help scrutinize the financial books and internal guidelines can keep a company in profit. My recommendation for semiannual financial and material audits can be based on ideas from Osborne. 
Appendix D

Problem Analysis Report for Teldon Facilities Corp.

Problem

The recent second quarter gross/net revenues for 2010 show a surplus of spending for materials and tools for the shop.  An investigation into the increased expenditures shows a trend of repeated purchases for identical items from the previous quarter.  There has been an increase of prolonged jobs or delays of work orders due to materials or tools not being present to complete the required work.  Furthermore, some employees have been calling in sick on several occasions and this has caused the company to spend more on labor hours (overtime) in order to maintain contracts with customers.

Background

This report has been prepared at the request of owner, Jeff Newell, and CEO, Mira Landridge, of Teldon Facilities Corporation.  Jeff opened Teldon in 1983, and the company is located at 207 Wigmar Drive, Norfolk, Virginia. Mira has been CEO since 2008.  Most of the employees have been with the company for the last five years.  The most senior person at the company is Mike Keegan, who is the floor superintendant with 14 years at the company.  Most of the employees are between 22 to 30 years of age. According to Mike, he has observed some employees who are extremely agitated when confronted about job progress.  He also noted slight behavioral changes from certain employees in the last year.  He suspects possible drug use that is coinciding with missing materials and tools.

Research
To determine the extent of the problem, the company hired an off-site security team to conduct interviews, fingerprint all employees, and drug screen test all employees. Daily operations were reviewed for one week. A tool room inventory review was given prior to opening the shop. The tool inventory was checked again when the shop closed for the evening. An onsite inspection review was conducted to determine if any parts/materials were missing in the storage. (NOTE: Most parts and material items are ordered as needed based on job requirements. Common parts and material items are stocked as on-hand). 
Interviews
The lead security investigator interviewed the following individuals:

· Mike Keegan (floor superintendant)
· Random employee number one

· Random employee number two
· Mike Keegan noted a change in different employees’ attitude behavior. He reported that certain employees were acting agitated when he confronted them about job progress or their lack of attention to detail. Keegan referred this matter to the office management and reported on file that he suspected drug use among employees. (NOTE: The report is on record file and this report got the attention of the owner and CEO, which led to the internal investigation).
· Random employee number one, the investigator reported, displayed a nervous reaction when David Fister, the lead security investigator, questioned him. Random employee number one reported that he knew nothing of any missing tools or materials. Random employee number one also said that he felt that the company was trying to indict him, and refused to go further with the interview.
· Random employee number two, the investigator reported, was more cordial. Random employee number two reported that he knew nothing about any type of theft that may have occurred. Employee number two reported that he was working for this company for only two years, and really did not know many of his co-workers. He stated to the record that he never did steal nor seen anyone steal from the company during his shift.
Fingerprints- All forty-seven personnel from the owner to the employees were fingerprinted. These fingerprints will be inconclusive due to everyone at one point have already touched areas throughout the shop. The fingerprints are now a baseline for future reference.
Drug test- All forty-seven personnel from the owner to the employees were drug screened.
Inspection of daily operations- Observed the company’s daily operations for a period of one week. Nothing seemed out of the ordinary, but the employees acted as if they were uptight or nervous about my presence. Most of the jobs in the workshop area went according to plan even though the week was slow. (NOTE: No big jobs were present during this week, so it was hard to determine the problem with materials and tools). The tech office was busy with research and tech manual updates. The customer service office seemed uncoordinated with all the other shops and accountability did not seem to have been held in high regard. This is noted to be a problem area. The office has three employees assigned to perform secretarial administration service and customer relations. The contractors’ desk area is consistent in dealing with outside contractors and clients. This office communicates very well with the workshop and service technicians. However, there is a total disconnect between the contractors’ desk and the customer service office. Ownership level is required to remedy this situation.
Inventory of the tool room- Most of the common tools are present during the opening and closing shop inspections. There are some common tools that are missing or not in abundance for other jobs. Some big item tools, which are required for major jobs, are missing.

Inventory of the storage room- A number of metal stock are missing such as monel, brass and copper/nickel. These materials are considered a high theft item, which they are stolen and taken to a scrap yard for cash. 
Records- A review of the company’s financials over the last three years indicated the financial disparities mostly occurred within the last year. This finding signifies that the problem is current with the present employees. 

A review of all employee records indicates there are many discrepancies on background or recent employment history information. A review of expenditure records indicates the repeated ordering of materials and tools. The current items missing were reordered as the records show.

A review of employee medical records show that two employees; Sharla Cambridge and Ted Sizemore have missed an extreme number of days with no explanation or any doctor receipts.
Findings

The investigation has revealed a number of questionable operational faults. First, the interview with random employee number one put him on notice with the lead security investigator. The fingerprints of all employees did not identify any evidence of theft, but they are now on record file for future referral. The drug screen test identified three employees as users of illegal drugs: Sharla Cambridge, Ted Sizemore (random employee number one, which revealed his anxiety) and Marco D’aza. Further information gathered revealed that Sharla and Ted were involved in a relationship. The customer service office, in which Sharla Cambridge worked, was disorganized and a constant feud was ongoing between Sharla and Erin Moore, the supervisor of the contractor desk area. Sharla had access to all of the shops keys and made copies of the tool and material storage rooms. Ted used these copies and stole various items to sell or trade for crack cocaine, marijuana and pills. (NOTE: Ownership immediately fired the three named employees). Marco D’aza was not involved with either Sharla or Ted. The observation of all the shop areas revealed a few discrepancies with administration and accountability. Record keeping has not been up to standards and need to be scrutinized for clarity. 

Conclusions

Teldon Facilities Corporation has been in business for seventeen years. This is the first instance of internal personnel problems since the company began. Recent activities regarding the second quarter, alerted the owner to request assistance and rectify the matter. With the guidance and leadership of the investigation team, fact-finding evidence resulted in the how the shop materials and tools became missing and who was involved.
Recommendations

To resolve future theft and help rectify illegal drug use in the company, these ideas are listed for further review and action:

Recommendation 1- Install an inside/outside security system with cameras that will be a deterrent to thieves. Hire a security company to check on the facility property to show a presence. Also, implement a random drug screen process.

Recommendation 2- Set and maintain a standard of the hiring process to ensure quality personnel are hired. The company will need to promote a climate of integrity and excellence that shall be observed by all employees.

Recommendation 3- Implement a quality assurance program. This process ensures proper control of materials and tools. Assign a tool room custodian and a material storage custodian who can check out tools or materials and check them back in for return. This will save money by making sure the right items are going to the right jobs and there is accountability by having employees sign for materials /tools. Administration protocol and accountability are tracked better by having a set process. 
Dr. Elizabeth Lohman, Tidewater Community College, CC-By


