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I. Background and Justification (Relevance to NATO):

The integration of distributed simulations and tools into interoperable federations is a complex and time consuming task
requiring extensive testing of individual components, interfaces and the integrated solution. To support this task, NATO relies
on standards and agreements on their use. The Allied Modelling and Simulation Publication AMSP-01, NATO M&S
Standards Profile, provides a list of recommended M&S related standards. The NETN Federation Architecture and FOM
Design Document (NETN FAFD) developed by MSG-068 and MSG-106 provides additional agreements on the use of
standards to support distributed simulation.
STANAG 4603 is identified as one of the cores standard for distributed simulation. It states that Participating nations agree to
utilize the HLA Compliance Certification Process established by the NATO Modelling and Simulation Group (NMSG). The
current software used for the HLA Federation Compliance Test Tool (FCTT) was developed by the USA and released to
NATO in 2004. Since that time, the USA has made updates to the FCTT but has been unable to release the updated FCTT due
to export restrictions. MSG ET-035 has investigated the feasibility of developing an open source version of the FCTT that
would be available to all NATO and Partner nations but it was determined that the FCTT cannot be used as a foundation for a
future certification tool. MSG ET-35 also concluded that HLA compliance testing needs to be extended beyond the HLA
interface and data exchange testing and to address more complex federation agreements and requirements.
Standards, federation agreements, compliance test and certification are important tools that will reduce integration risks,
increase reuse of existing systems and support procurement of new interoperable simulation components.
This TAP covers (1) the maintenance and update of the NETN FAFD and (2) development of procedures and Integration
Verification and Certification Tools (IVCT) to support compliance testing and certification of NETN FAFD compliant
simulation components including certification of STANAG 4603.

II. Objective(s):

-Coordination with other MSG task groups to promote use of FAFD and incorporation of MSG task group results
-Maintenance of NETN FAFD including update and release of new versions of the technical specification
-Dissemination of NETN FAFD through presentations, papers and standardization activities within NMSG, SISO and other
venues
-Provision of persistent test and integration network to support FAFD development and test, verification and certification
activities
-Development of test, verification and certification procedures
-Design and implementation of IVCT to support certification, integration and verification of federates in specific federation.
-Development of IVCT tests to support NETN FAFD test, verification and certification

III. Topic To Be Covered:

-Update and maintain NETN FAFD based on user feedback
-Develop NETN FAFD compliance testing procedure and test cases
-Design IVCT based on available Use Cases and Requirements
-IVCT implementation in three one-year phases
	-1st year: Implement the first prototype able to test Conformance statement
	-2nd year: Implement test cases for Integration and Verification purposes
	-3rd year Implement the whole IVCT infrastructure
-Setup data flow among all entities in IVCT processes
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IV. Deliverable (e.g. S/W Engage Model, Database,...) and/or end product (e.g. Final Report):
Technical Report, other deliverable(s) : See Comments field below

V. Technical Team Leader And Lead Nation:
Co-Chair : Dr Olivier BERTRAND France
Co-Chair : TRDir Horst BEHNER Germany

Lead Nation: Germany

VI. Nations Willing/Invited to Participate:
NATO Nations and Bodies : Canada, France, Germany, Spain

PfP Nations : all PfP invited

MD Nations : none

ICI Nations : none

Global Partners : Australia, New Zealand

Contact / Other Nations : none

VII. National And/Or NATO Resources Needed (Physical and non-physical Assets):
Nations to appoint experts that provide input to, and participate in, the Task Group (1-2 specialists per nation/NATO body).
Experts must be able to design and implement SW solution with following experience are invited:
	HLA and RTI implementation details
	Java and C++ programing
	Open Source Testing Framework
	Federation development
	M&S Certification Expertise

VIII. STO/CSO Resources Needed:
- Standard RTG support i.a.w. STO Collaborative Network Operating Procedures;
- CPP / C&E funding in support of the open source software development



Comments:

THIS TASK GROUP IS CO-LED BY FRANCE AND GERMANY.

 

DELIVERABLE:

-Updated NETN FAFD and compliance tests

-IVCT tool

-Architecture and design of IVCT

-Commented IVCT Implementation

-Papers and publications

 

-Endorsed by NMSG via Silence Procedure in July 2014

-Approved in Fall 2014 STB in Sep 2014
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Limited Participation Techical Team:
No
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MSG-134, RTG-063
on

NATO Distributed Simulation Architecture & Design, Compliance Testing and Certification

I. Origin
A.     Background

The integration of distributed simulations and tools into interoperable federations is a complex and time consuming task
requiring extensive testing of individual components, interfaces and the integrated solution. To support this task, NATO relies
on standards and agreements on their use. The Allied Modelling and Simulation Publication AMSP-01, NATO M&S
Standards Profile, provides a list of recommended M&S related standards. The NETN Federation Architecture and FOM
Design Document (NETN FAFD) developed by MSG-068 and MSG-106 provides additional agreements on the use of
standards to support distributed simulation.

STANAG 4603 is identified as one of the cores standard for distributed simulation. It states that Participating nations agree to
utilize the HLA Compliance Certification Process established by the NATO Modelling and Simulation Group (NMSG). The
current software used for the HLA Federation Compliance Test Tool (FCTT) was developed by the USA and released to
NATO in 2004. Since that time, the USA has made updates to the FCTT but has been unable to release the updated FCTT due
to export restrictions. MSG ET-035 has investigated the feasibility of developing an open source version of the FCTT that
would be available to all NATO and Partner nations but it was determined that the FCTT cannot be used as a foundation for a
future certification tool. MSG ET-35 also concluded that HLA compliance testing needs to be extended beyond the HLA
interface and data exchange testing and to address more complex federation agreements and requirements.

B.     Justification (Relevance for NATO)

Standards, federation agreements, compliance test and certification are important tools that will reduce integration risks,
increase reuse of existing systems and support procurement of new interoperable simulation components.

This activity covers (1) the maintenance and update of the NETN FAFD and (2) development of procedures and Integration
Verification and Certification Tools (IVCT) to support compliance testing and certification of NETN FAFD compliant
simulation components including certification of STANAG 4603.

II. Objectives
-Coordination with other MSG task groups to promote use of FAFD and incorporation of MSG task group results
-Maintenance of NETN FAFD including update and release of new versions of the technical specification
-Dissemination of NETN FAFD through presentations, papers and standardization activities within NMSG, SISO and other
venues
-Provision of persistent test and integration network to support FAFD development and test, verification and certification
activities
-Development of test, verification and certification procedures
-Design and implementation of IVCT to support certification, integration and verification of federates in specific federation.
-Development of IVCT tests to support NETN FAFD test, verification and certification

III. Resources
A.     Membership

Sweden and NATO M&S CoE confirmed active participation.

Co-Chair : Dr Olivier BERTRAND France
Co-Chair : TRDir Horst BEHNER Germany

Lead Nation: Germany

Nations Willing/Invited to Participate: Canada, France, Germany, Spain

B.     National And/Or NATO Resources Needed :

Nations to appoint experts that provide input to, and participate in, the Task Group (1-2 specialists per nation/NATO body).
Experts must be able to design and implement SW solution with following experience are invited:
	HLA and RTI implementation details
	Java and C++ programing
	Open Source Testing Framework
	Federation development
	M&S Certification Expertise

C.     STO/CSO resources needed
- Standard RTG support i.a.w. STO Collaborative Network Operating Procedures;
- CPP / C&E funding in support of the open source software development

IV. Security Classification Level
The security level will be Unclassified/Unlimited
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V. Participation By Partner Nations
Sweden and NATO M&S CoE confirmed active participation.

PfP Nations : all PfP invited

MD Nations : none

ICI Nations : none

Global Partners : Australia, New Zealand

Contact / Other Nations : none

VI. Liaison
Additional liaison with JFTC, JWC, M&S CoE, SISO will be maintained.


