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SOFTWARE-AS-A-SERVICE (SAAS) AGREEMENT

This Software-as-a-Service Agreement (“Agreement”) is entered into by and between Automation Intellect, LLC (“Provider”), a North Carolina limited liability company and the Client identified below (“Client”):

	Client full legal name:    
	Customer Name Here

	State or country where organized and entity type:    
	Customer Bill To Address Here

	Address of principal place of business:    
	Machine Location(s) here


This Agreement is effective on the date it is executed by the last party to sign (the “Effective Date”).

1. Definitions. As used in this Agreement:

“Affiliate” means any person or entity directly or indirectly controlling, controlled by or under common control with a party. An ownership interest of fifty percent (50%) or more of an entity will be deemed control of the entity.

“Applicable Law” means laws, statutes, rules, regulations, ordinances and other pronouncements of any governmental authority having the effect of law that applies to the affected party.

“Business Partners” means any third party supplying products or services to Provider in connection with this Agreement including software, data center, cloud storage, and security service providers.

“Claim” means any claim, demand, offer to license or other communication by a third party that is subject to indemnification under this Agreement.

 “Confidential Information” means proprietary information of Discloser, or third party proprietary information disclosed to Discloser, that is provided to Recipient. Recipient’s obligations to protect Discloser’s Confidential Information do not apply to information that: (i) is or becomes, through no act or omission of Recipient, publicly available; (ii) is known by Recipient at the time of receipt, as shown by Recipient’s contemporaneous written records; (iii) is subsequently and rightfully provided to Recipient by a third party without restriction on disclosure; or (iv) is independently developed by Recipient without use of or access to Discloser’s Confidential Information. Provider Confidential Information includes the Materials.

“Client Access System” means the internal network, data collection equipment, high speed Internet connection, equipment, third party software, and services that Client must obtain and maintain in order to provide the Client Data and access and use the SaaS.

 “Client Contact” means the Client personnel designated by Client to communicate with Provider.

“Client Data” means any Client electronic data or materials submitted or uploaded to the SaaS by on behalf of Client or any User. Client Data includes electronic data or materials of Client’s customers.

“Client Site” means Client’s place of business or other location under Client’s control.

“Discloser” means a party disclosing Confidential Information to the other party.

“Documentation” means the end-user documentation provided electronically by Provider to Client that describes the SaaS, as periodically updated by Provider.
“Exclusions” means: (i) Client’s non-compliance with this Agreement or Documentation; (ii) Client’s business methods or processes; (iii) Provider’s compliance with Client’s request or instruction; and (vii) Client Data, Client Access System, or other materials provided by or behalf of Client or Users.

 “Implementation Services” means the services provided by Provider to implement the SaaS and train Users.
“Implementation Fees” means the professional services associated with the initial implementation of the SaaS and training as stated in Exhibit A.

“Indemnified Party” means a party who believes it is entitled to indemnification under this Agreement.

“Indemnifying Party” means a party who is obligated to indemnify under this Agreement.

“Intellectual Property Rights” means all present and future worldwide copyrights, trademarks, trade secrets, patents, patent applications, moral rights, contract rights, and other proprietary rights.

“Machine” means a single automation machine used in the manufacturing process including their PLCs and programming logic. 

“Materials” means any and all software, hardware, documentation and any other materials provided to Client or used in providing the SaaS that are proprietary to Provider, any Provider Affiliate, or any of their licensors or suppliers. Materials include all Software, Documentation and any other materials comprising or used to provide, support or maintain the SaaS.

“Recipient” means a party receiving Confidential Information from the other party.

“SaaS” means the hosted software service made available via access to and use of the Software under this Agreement.

“Software” means the proprietary software used to provide the SaaS.

“Term” means the entire term of this Agreement including its initial term and any renewal terms.

“Taxes” means any and all taxes, levies, duties, or similar items including value-added, sales, use, or withholding taxes other than taxes on Provider’s net income.

 “User” means each Client or Client Affiliate employee, independent contractor, or other individual authorized by Client to use the SaaS within the licenses and access rights granted in this Agreement, provided that such use is solely in connection with the User’s performance of services for Client or the Client Affiliate.

2. SaaS License. Subject to the terms and conditions of this Agreement, Provider grants to Client a limited, non-transferable, non-sublicensable, license to permit its Users and its Machines (listed in Exhibit A) to access and use the SaaS and Documentation during the Term solely for the internal business operations of Client and Client Affiliates. No implied licenses are granted and Client has no right to receive any object or source code.
3. SaaS Access and Support. Provider will use commercially reasonable efforts to make the SaaS available 24 hours a day, 7 days a week, except for: (a) planned downtime (for which Provider will provide advance email notice); and (b) unavailability caused by circumstances beyond Provider’s reasonable control, including but not limited to force majeure events, interruption of data service, internet service provider failure or delay, software and equipment failures, and Business Partner failures. Provider further reserves the right, without liability to Client, to disable access to the SaaS: (c) if Client violates Section 4 (Restrictions on Use) or Section 12 (Proprietary Rights); (d) there is an actual or possible security breach or cyber-attack on the SaaS; (e) in order to protect the SaaS network; or (f) if required by a governmental authority. Provider will provide maintenance and support services for the SaaS to Client during the Term consistent with accepted industry standards.
4. Restrictions on Use. Client will ensure that neither it nor any User: (a) sells, rents, leases, sublicenses or otherwise makes the SaaS or any Materials available to any third party except as expressly permitted by this Agreement; (b) accesses or uses the SaaS or any Materials to compete with Provider or to assist anyone else to compete with Provider; (c) accesses or uses the SaaS or any Materials to violate any law, regulation, mandate or court order; (d) accesses or uses the SaaS or any Materials in a manner that is defamatory, harassing, infringing or otherwise causes damage or injury to any person or property; (e) accesses or uses the SaaS or any Materials to transmit viruses or other deleterious code; (f) damages, disables, overburdens or impairs the SaaS; (g) modifies or creates any derivative works, functionally equivalent works, or translations of the SaaS or any Materials; (h) copies any feature, design or graphic in, or disassembles, reverse engineers or decompiles the SaaS or any Materials; (i) removes or modifies any proprietary markings or restrictive legends used on or in connection with the SaaS or any Materials; or (j) takes any action that jeopardizes the rights of Provider, any of its Business Partners, or any of their respective licensors or suppliers in the SaaS or any Materials. Further, Client will not authorize or permit any third party to do any of the foregoing. Client warrants that neither Client nor any User is on any government-issued list of restricted persons or entities, including the Commerce Department Entity List, Denied Persons List or Unverified List, the Treasury Department Specially Designated Nationals and Blocked Persons List, and the State Department Debarred Parties List.
5. Client Data. Client will provide Client Data for use in the SaaS. Client is solely responsible for the content, accuracy, and legal sufficiency of all Client Data. Provider will not modify or test the accuracy of Client Data. As between the parties, Client owns Client Data. Client warrants that Client has all right, title, and interest to all Client Data or has obtained any and all necessary consents, authorizations, releases, or licenses from any third party (including without limitation, in connection with rights of privacy or publicity) and that the Client Data and its use by Provider in the performance of this Agreement will not infringe or misappropriate any Intellectual Property Right or constitute the breach of any agreement with any third party. Client will ensure that no Client Data includes any of the following: (a) adult content, pornography, explicit sexual images, or nude images; (b) content containing explicit, vulgar, or obscene language; (c) content promoting hate, abuse or destructive actions; (d) content promoting illegal activities; (e) content promoting pirated software; or (f) content intending for phishing or spreading malware. Provider has the absolute right (though not the obligation) to remove, without notice, any Client Data from the SaaS that Provider determines violates or may violate this Section. Client grants Provider a royalty-free, non-exclusive license to use, copy, display, distribute, transmit and prepare derivative works of Client Data solely for the purpose of performing this Agreement. Provider may aggregate Client Data with other data (and/or segregate portions of the Client Data) so that it is non-personally identifiable with respect to Client. Such anonymous data is known as Aggregated Anonymous Data. Client agrees that Provider may create Aggregated Anonymous Data, and may use execute, display, and commercially exploit the Aggregated Anonymous Data. Provider may disclose Aggregated Anonymous Data to third parties and may transfer of sublicense its rights with respect to Aggregated Anonymous Data. In the event of loss or damage to Client Data by the SaaS (despite Client’s proper access and use of the SaaS), Client’s sole and exclusive remedy is that Provider will use commercially reasonable efforts to restore Client Data from the latest back-up. Provider will not be responsible for any loss or damage to Client Data caused by Client, Users or any third party. Client acknowledges and agrees that materials uploaded by Client may be automatically deleted from the SaaS without prior notice and that Client is responsible for ensuring that it maintains a copy of materials uploaded to the SaaS in Client’s own records for safe-keeping. 

6. Responsibility for Users and Machines; Client will ensure that the number of Users and the specific Machines authorized to access and use the SaaS does not vary from the type or exceed the quantity set out on Exhibit A. Passwords and user names are uniquely assigned to one User and Client will ensure that Users do not share passwords or user names. Client is entirely responsible for the acts and omissions of all Users and for any failure to maintain the confidentiality of user names, passwords or other account information. Client will be responsible for any access to and use of the SaaS by any User or any other person logging in under a User ID registered under Client’s account. Client will immediately notify Provider if Client becomes aware of any unauthorized use of the SaaS. 

7. Cooperation. Client acknowledges that the successful and timely performance of this Agreement requires the good faith cooperation of Client. Accordingly, Client will fully cooperate, and ensure that Users and Client’s other contractors and agents fully cooperate, with Provider including by: (i) providing Provider with Client Data and other relevant information as reasonably requested; (ii) making Client personnel available to Provider as reasonably requested; and (iii) permitting Provider to access the Client Access System as reasonably requested. Client acknowledges that implementation or performance of this Agreement may be delayed or adversely impacted if Provider does not receive timely and sufficient cooperation. If completing a particular implementation or other services requires performance of tasks by Client or a third party outside Provider’s control, the completion dates for such services will be equitably adjusted. Client acknowledges that Provider is entitled to and will rely on the accuracy and completeness of all instructions, data, materials, and information provided by Client, any Users or Client’s other contractors and agents.
8. Client Access System. In order to access and use the SaaS, Client must obtain and maintain the Client Access System. Client is solely responsible for obtaining and maintaining the Client Access System, including the network connections to the Machines, data collection equipment, and telecommunications links from and to the data centers hosting the SaaS and for all delays, failures and other problems arising from or relating to the Client Access System. Client warrants that Client has obtained valid licenses or other legal rights to use, and to permit Provider to use on Client’s behalf, the Client Access System and any other equipment, software, documentation or other materials not provided by Provider that are used in the performance of this Agreement.
9. SaaS Term and Renewal. This Agreement commences upon the Effective Date and, unless earlier terminated or renewed as provided herein, continues for the period stated in Exhibit A; provided that this Agreement will automatically renew for one (1) calendar month periods unless either party gives the other party at least thirty (30) days prior written notice of non-renewal. Provider may change any fees or institute new fees with respect to a renewal period by providing at least sixty (60) days prior written notice of the change to Client. Any reduction or change in the number or type of Users or Machines must be requested by Client in writing at least ninety (90) days in advance of the next renewal term, may only take effect at the commencement of the next renewal term, and may result in the loss or diminishment of quantity discounts otherwise received by Client.

10. Payment. Client will pay the amounts identified in Exhibit A. Except as otherwise expressly agreed in writing: (a) payment for Implementation Fees is due prior to commencement of Implementation Services and Client acknowledges that late payment may delay commencement of the SaaS; (b) SaaS monthly subscription fees are payable in advance no later than the first business day of the calendar month; and (c) any other payments are due thirty (30) days after the invoice date. All invoices and payments will be in US dollars. All past due amounts will bear interest at the rate of 1.5% per month or such lower rate as is required by law. Client will pay any late payment charge upon remitting the principal amount to Provider and will pay all collection costs incurred by Provider. Returned checks are subject to non-sufficient fund fees. If Client in good faith disputes the amount of any invoice, Client will timely pay the undisputed amount and will notify Provider in writing describing the reasons for the dispute no later than payment would otherwise be due. If such dispute is made in good faith and Client cooperates diligently in its resolution, no late fees will apply.
11. Taxes. Except as otherwise expressly agreed in writing, amounts payable do not include Taxes. Client is responsible for paying all Taxes associated with amounts payable under this Agreement and reimbursing Provider for any Taxes paid by Provider. If Client is required to withhold taxes from amounts payable to Provider, Client will timely remit it to the appropriate government in accordance with applicable tax laws. Client will promptly furnish Provider with the official receipt of payment of such taxes to the appropriate taxing authority. Client will not rely on Provider to determine taxability and Client is ultimately responsible for assessing and paying any applicable Taxes.

12. Proprietary Rights. All Intellectual Property Rights in the Materials are and will remain the exclusive property of Provider, its Business Partners, or their licensors or suppliers, whether or not specifically recognized or perfected under applicable local law. Provider, its Business Partners, and each of their licensors and suppliers reserve all rights not expressly granted in this Agreement. Provider, its Business Partners, or their licensors or suppliers, own all rights in all derivative works of the Materials and any copy, translation, modification, adaptation or derivation (including any improvement or development) of the Materials.

13. Confidential Information. Recipient will safeguard the confidentiality of Discloser’s Confidential Information, including at a minimum, the precautions taken by Recipient to protect its own Confidential Information but in any event no less than reasonable precautions. Recipient will: (a) not disclose or use Discloser’s Confidential Information for any purpose other than as contemplated by, and consistent with, the terms of this Agreement, (b) limit access to Discloser’s Confidential Information only to its employees and agents who have a need to know such information and who are bound by written confidentiality obligations at least as protective as the requirements of this Agreement, and (c) not sell, transfer, disclose or otherwise make available Discloser’s Confidential Information to any third party without the other party’s prior written consent. If Recipient is required to disclose Discloser’s Confidential Information under the terms of a subpoena, court order, governmental rule or regulation or other judicial requirement, unless legally prohibited from doing so, Recipient will promptly notify Discloser of the existence, terms and circumstances surrounding such a request or requirement so that Discloser may seek an appropriate protective order. If Discloser seeks a protective order, Recipient will reasonably cooperate in such effort at Discloser’s expense. Subject to Recipient’s compliance with the foregoing notice and cooperation obligations, Recipient will be allowed to make the required disclosure.
14. Competing Materials and Services. Subject to the terms and conditions of this Agreement, including protection of Client Confidential Information and ownership of Client Data, nothing in this Agreement precludes or limits Provider in any way from providing materials or services similar to those provided under this Agreement. Provider will be free to use any concepts, processes, techniques, improvements or other know-how developed by Provider in the course of this Agreement free from any use restriction or payment obligation.
15. Records and Audit. For the term of this Agreement and for one (1) year thereafter, upon reasonable prior written notice, Provider or its designee will have the right to visit the premises of Client during normal business hours and review only such systems, books and records reasonably necessary or advisable to determine compliance with this Agreement. If Client is not in compliance, Client will correct any failure of compliance including paying any additional fees that may be due and, if such non-compliance is material, Client will pay the reasonable costs of the audit.
16. Termination for Cause. Either party may terminate this Agreement upon notice and thirty (30) days opportunity to cure (if susceptible to cure) if the other party breaches a material term of this Agreement, ceases to do business as a going concern, makes an assignment for the benefit of creditors, admits in writing its inability to pay debts as they become due, files a petition in bankruptcy under the law of the United States (or any similar laws of any state or country) or appoints a receiver, or acquiesces in the appointment of a receiver or trustee, or liquidator. All terms of this Agreement which, by their nature, are intended to survive termination of this Agreement will survive termination including all payment obligations, use restrictions, ownership terms, confidentiality obligations, indemnification obligations, disclaimers, exclusions and limitations of liability.

17. Effect of Termination. Upon termination or expiration of this Agreement for any reason, all applicable licenses granted hereunder and Client’s access to the SaaS will terminate and Client will promptly (but in any event within fourteen (14) days) destroy or return to Provider all Materials and certify to Provider in a writing signed by a Client officer that such actions have been completed. Provided Client has paid all amounts owed to Provider (whether or not due at the date of termination) and is otherwise in material compliance with this Agreement, and provided that Provider receives a written request from Client within fourteen (14) days after expiration or termination of this Agreement, Provider will provide a copy of Client Data to Client. Otherwise, Provider may at its option destroy any and all relevant Client Data in Provider’s possession. Nothing in this Agreement will require Provider to share any of its Confidential Information or Materials with a competitor of Provider. All terms of this Agreement which, by their nature, are intended to survive termination of this Agreement will survive termination, including without limitation, all payment obligations, use restrictions, proprietary rights terms, indemnification obligations, disclaimers and limitations of liability.
18. Warranty. For one (1) year after the Effective Date, Provider warrants that the SaaS will materially conform to the Documentation. As Provider’s sole and exclusive obligation and Client’s sole and exclusive remedy for a breach of the foregoing warranty, Provider will: (a) modify the SaaS so that it satisfies the warranty; (b) provide a workaround to address the nonconformity; or (c) terminate this Agreement and refund to Client the fees paid to Provider for the SaaS. Provider’s warranty obligations under this Section do not apply to any Exclusions. Provider makes no warranties with respect to any hardware, software, or other services provided by its Business Partners but shall pass through to Client any warranty from the Business Partner that Provider is contractually permitted to pass through. Company assumes no liability for the actions or inactions of Business Partners and Client consents to the use of Business Partners. Provider is not responsible for delays, failures or other problems with the SaaS from the Internet or other communications networks and Client acknowledges that delays, failures and other problems are inherent in the use of such communications networks. Client acknowledges that a governmental entity may intercept Client Data or require Provider to disclose Client Data.

19. Disclaimer. EXCEPT AS EXPRESSLY PROVIDED IN THIS AGREEMENT, THE SAAS, AND ALL OTHER SERVICES AND MATERIALS PROVIDED BY PROVIDER, ARE PROVIDED “AS IS.” PROVIDER, ITS BUSINESS PARTNERS, AND THEIR RESPECTIVE LICENSORS AND SUPPLIERS DISCLAIM ALL WARRANTIES, CONDITIONS, REPRESENTATIONS, INDEMNITIES AND GUARANTEES, WHETHER EXPRESS OR IMPLIED, ARISING BY LAW, CUSTOM, PRIOR ORAL OR WRITTEN STATEMENTS OR OTHERWISE (INCLUDING ANY WARRANTY OF MERCHANTABILITY, SATISFACTORY QUALITY, FITNESS FOR A PARTICULAR PURPOSE, TITLE, NON-INFRINGEMENT, COMPATIBILITY, SECURITY, QUIET ENJOYMENT, OR ACCURACY). WITHOUT LIMITING THE FOREGOING, PROVIDER DOES NOT WARRANT THAT USE OF THE SAAS WILL BE UNINTERRUPTED OR ERROR FREE OR THAT ALL DEFECTS IN THE SAAS WILL BE CORRECTED. CLIENT ASSUMES RESPONSIBILITY FOR THE SELECTION OF THE SERVICES AND MATERIALS NECESSARY TO ACHIEVE CLIENT’S INTENDED RESULTS. TO THE EXTENT THAT PROVIDER CANNOT DISCLAIM A WARRANTY AS A MATTER OF APPLICABLE LAW, THE SCOPE AND DURATION OF SUCH WARRANTY WILL BE THE MINIMUM PERMITTED UNDER SUCH LAW. PROVIDER SPECIFICALLY DISCLAIMS ANY AND ALL LIABLITY AND ALL WARRANTIES, EXPRESS OR IMPLIED, FOR USE OF THE SAAS OR ANY OTHER SERVICES OR MATERIALS IN CIRCUMSTANCES REQUIRING FAIL-SAFE PERFORMANCE OR WHERE FAILURE COULD LEAD TO PERSONAL INJURY OR DEATH, PROPERTY DAMAGE OR ENVIRONMENTAL DAMAGE, INCLUDING SOLUTIONS INVOLVING LIFE SUPPORT, AIRCRAFT OPERATION, OR NUCLEAR APPLICATIONS.

20. Indemnification by Provider. Provided that Client is in material compliance with the terms of this Agreement and subject to the Exclusions, Provider will defend Client at Provider’s expense and indemnify Client for any amounts awarded against Client in a final judgment or settlement approved by Provider, with respect to any claims by a third party that the Software, standing alone, infringes or misappropriates any valid and enforceable U.S. patents, copyright registrations, federal trade dress registrations or federal trademark trade mark registrations of such third party. Provider may at any time and its option and expense: (a) procure the right of Client to continue to use the SaaS; (b) modify the SaaS so as to avoid infringement; or (c) terminate this Agreement and refund to Client the amounts actually paid to Provider by Client under this Agreement in the prior twelve (12) month period. If Provider modifies the SaaS such that its functionality is materially decreased, Client may terminate this Agreement without penalty and Provider will refund to Client the amounts actually paid to Provider by Client in the prior twelve (12) month period. The foregoing are Client’s sole and exclusive rights and remedies, and Provider’s entire obligations and liability, for any claims of infringement or misappropriation.
21. Indemnification by Client. Client will defend Provider, its Business Partners, and their respective licensors and suppliers against claims by a third party arising out of or relating to: (a) Client Data, Client Access System, other materials provided by or on behalf of Client, or Client’s business methods or processes; (b) Client’s non-compliance with this Agreement or Documentation; or (c) any circumstances arising under the Exclusions where Client’s action or inaction contributed to the claim. Client will pay any damages or costs awarded against Provider, its Business Partners, or their respective licensors and suppliers, by a court of final jurisdiction with regard to such claim, or amounts agreed to in a monetary settlement of the action. Client will further defend, indemnify and hold harmless Provider, its Business Partners, and their respective licensors and suppliers against costs incurred by any of them in complying with governmental investigations, complaints or actions, and any resulting penalties, fines, costs, or expenses relating to use of the SaaS in violation of Applicable Law.

22. Indemnification Procedures. A party entitled to indemnification (“Indemnified Party”) will promptly notify the other party (“Indemnifying Party”) of any Claim and provide reasonable assistance to the Indemnifying Party with respect to handling the Claim.  Failure to provide timely notice or reasonable assistance will relieve the Indemnifying Party of its indemnification obligations to the extent that the Indemnifying Party has been materially prejudiced thereby. The Indemnifying Party will have the sole right to defend and settle any Claim (except that the Indemnifying Party may not agree to any settlement that does not unconditionally release the Indemnified Party, without the Indemnified Party’s prior written consent).  The Indemnified Party will be entitled to participate in the defense of a Claim and to employ legal representation at its own expense to assist in the handling of a Claim. The Indemnifying Party shall have the right to reimbursement of its legal fees and expenses from any monetary award relating to any counter-claim or cross-claim asserted by the Indemnified Party as part of the defense of the Claim up to the full amount of the monetary award.

23. Limitation of Liability. IN NO EVENT WILL PROVIDER, ITS BUSINESS PARTNERS, OR THEIR RESPECTIVE LICENSORS OR SUPPLIERS, BE LIABLE FOR ANY INCIDENTAL, SPECIAL, INDIRECT, CONSEQUENTIAL, OR PUNITIVE DAMAGES OF ANY CHARACTER (INCLUDING DAMAGES FOR LOSS OF BUSINESS OR GOOD WILL, WORK STOPPAGE, LOST OR CORRUPTED INFORMATION OR DATA, LOSS OF REVENUE OR PROFIT, COMPUTER FAILURE OR MALFUNCTION), COVER DAMAGES, OR OTHER SIMILAR DAMAGES REGARDLESS OF THE LEGAL THEORY ASSERTED, WHETHER BASED ON BREACH OF CONTRACT, BREACH OF WARRANTY, TORT (INCLUDING NEGLIGENCE), PRODUCT LIABILITY, STRICT LIABILITY OR OTHERWISE, ARISING OUT OF OR IN CONNECTION WITH THIS AGREEMENT, THE SAAS OR ANY OTHER SERVICES OR MATERIALS PROVIDED BY PROVIDER, EVEN IF INFORMED OF THE POSSIBILITY OF SUCH DAMAGES AND EVEN IF A REMEDY IS FOUND TO HAVE FAILED OF ITS ESSENTIAL PURPOSE. PROVIDER’S, ITS BUSINESS PARTNERS’, AND THEIR RESPECTIVE LICENSORS’ AND SUPPLIERS’ TOTAL AND AGGREGATE LIABILITY FOR ANY LOSS, COST, CLAIM OR DAMAGES IN CONNECTION WITH THE PEFORMANCE OR CONTEMPLATED PERFORMANCE OF THIS AGREEMENT, WHETHER IN CONTRACT, TORT (INCLUDING NEGLIGENCE OR BREACH OF STATUTORY DUTY), MISREPRESENTATION, RESTITUTION OR OTHERWISE, WILL NOT EXCEED THE RELEVENT FEES PAID OR PAYABLE TO Provider IN THE TWELVE (12) MONTHS PRECEDING THE CLAIM. CLIENT ACKNOWLEDGES AND AGREES THAT THE PRICES CHARGED BY Provider IS A CONSIDERATION IN LIMITING PROVIDER’S LIABILITY. THIS SECTION WILL NOT APPLY TO DAMAGES THAT CANNOT BE LIMITED OR EXCLUDED BY LAW, IN WHICH EVENT THE LIMITATION WILL BE THE MINIMUM AMOUNT REQUIRED BY LAW.
24. Compliance with Laws. Each party will comply with Applicable Laws in the conduct of its business. Client is entirely responsible for complying with all laws applicable to its business including in the selection and use of the SaaS and all other services and materials provided by Provider, and in no event will Provider, its Business Partners, or any of their licensors or suppliers be liable for any claim or action arising from or related to Client’s failure to comply with any such laws. Client will not export or re-export, directly or indirectly, any the SaaS or any other services or materials provided by Provider to any countries outside the United States except as permitted under the U.S. Commerce Department’s Export Administration Regulations. All Software and other Materials are Commercial Computer Software under Federal Government Acquisition Regulations and agency supplements to them and are provided to the Federal Government and its agencies only under the Restricted Rights Provision of the Federal Acquisition Regulations applicable to commercial computer software developed at private expense and not in the public domain.
25. Notices. Where “written notice” or “written consent” is expressly required, such notice or consent will be in writing. Such written notices and written consents will be deemed made as of the date delivered if delivered personally, by overnight courier, or mailed by registered or certified mail (postage prepaid, return receipt requested), to the parties at the addresses identified in Exhibit A. All other notices to Client (including notices of scheduled service interruptions) will be made to Client’s e-mail address identified in Exhibit A. A party may change its address by written notice to the other party as provided in this Section.
26. Assignment. Client may not assign or otherwise transfer any of its rights or obligations under this Agreement without Provider’s prior written consent. Provider will not unreasonably withhold such consent in the case of an assignment by Client in connection with a change of control consisting of the direct or indirect acquisition of either the majority of the voting stock or of all, or substantially all, of the assets, of Client by another entity in a single transaction or series of transactions. Any attempted assignment in breach of this Section is void.

27. Publicity. Unless and until Client notifies Provider otherwise in writing, Provider has the limited right to list Client as a Client and use Client’s logo on Provider’s website, on publicly available Client lists, in media releases and in marketing communications. As soon as reasonably practicable after receipt of a notice terminating this limited right, Provider will cease using Client’s name and logo; provided that Provider will have no obligation to remove Client’s name or logo from pre-existing printed materials and may continue to distribute such materials.
28. Relationship of Parties; Third Party Beneficiaries. The parties are independent contractors. Neither party may supervise the work of the other party’s employees, nor does any employer-employee relationship exist between a party and the other party’s employees or agents. Client and Provider are the only parties to this Agreement and are the only parties entitled to enforce its terms. Business Partners may be intended beneficiaries of this Agreement to the extent of and with respect to the products or services supplied by the Business Partner. Users are not third party beneficiaries of this Agreement.
29. Severability and Waiver. If any provision of this Agreement is held to be invalid, illegal, or unenforceable, such provision will be considered stricken from this Agreement and the validity, legality and enforceability of the remaining provisions will not in any way be affected or impaired. Provider’s failure to act with respect to a breach by Client of this Agreement does not constitute a waiver of Provider’s rights with respect to subsequent or similar breaches.
30. Cumulative Remedies; Force Majeure; Injunctive Relief. All remedies available to Provider will be cumulative and the specification of a remedy will not preclude Provider from pursuing other remedies available at law or in equity. Neither Provider nor Client will be liable by reason of any failure of performance hereunder (other than Client’s failure to pay amounts owed) if such failure arises out of causes beyond its reasonable control, despite its reasonable efforts and without its fault or negligence. Nothing in this Agreement will prevent Provider from seeking immediate injunctive relief against Client in the courts having jurisdiction over Client.
31. Governing Law; Jurisdiction. This Agreement will be governed by and construed in accordance with the laws of the State of North Carolina, USA, as applied to agreements entered into and to be performed entirely within the State of North Carolina without regard to the conflicts of laws provisions thereof and without application of the Uniform Commercial Code as adopted in North Carolina or the United Nations Convention on Contracts for the Sale of Goods. Any legal or equitable claim of any nature arising hereunder will be filed and maintained in the state or federal courts located in Mecklenburg County, North Carolina and must be brought within one (1) year after the cause of action has accrued. Client expressly consents to the personal jurisdiction and venue of such courts and agrees that such courts are a convenient forum for adjudication.
32. Headings; Interpretation. The headings of this Agreement are inserted only for convenience and will not be construed as a part of this Agreement. When used herein, the terms “include,” “includes,” and “including” are not limiting. The word “day” means calendar day. References to the singular include the plural and vice versa.
33. Entire Agreement. This Agreement represents the entire agreement of the parties with respect to the subject matter of this Agreement, and supersedes any prior or current understandings, whether written or oral. Except as otherwise expressly provided, this Agreement may not be changed or any part waived except in writing signed by the parties. Any preprinted terms on a Client purchase order or similar document are hereby rejected.
ACCEPTED AND AGREED:

	Automation Intellect, LLC

By:







Name:
Brad DeMarco





Title:
President





Date:

                                 


	By:







Name:







Title:







Date:








Automation Intellect SaaS Agreement
Page 9 of 9
Rev 020917

[image: image1.png]